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	Reason for change:
	In agreed CT1 CRs (C1-239377 and C1-239685), the UE may be optionally configured with location validity information for UE performing SNPN selection for Localized Services. The network access control needs to consider location validity information if available.
Since the validity information may include "time validity information only" or "time validity informatio" and "location validity information", it needs to the UDM of Credentails to verify the UE’s validity information to determine whether to accept the UE’s registration to the SNPN for Localized Services

	
	

	Summary of change:
	The UDM can check the validity information of the UE 

	
	

	Consequences if not approved:
	The UE may have invalid validity information and access an SNPN providing access for Localized Services based on invalid validity information
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If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a self-assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.
If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a coordinated assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.
NOTE:	The details of rejection and cause codes is defined in TS 24.501 [47].
If a UE performs the registration in an SNPN using credentials from a Credentials Holder (i.e. the CH is the PLMN/SNPN that owns the UE subscription and controls the access) and the Credentials Holder does not authorize the UE to access that specific SNPN due to access authorization based on subscription data (e.g., or invalid time for accessing an SNPN that provides access to Localized Services), then the UDM, in the Credentials Holder, can reject the UE which results in AMF rejecting the registration request from the UE with an appropriate cause code to prevent the UE from automatically selecting and registering with the same SNPN using credentials from the Credentials Holder as described in TS 24.501 [47]. Furthermore, if the validity information includes location validity information, the UDM can check the location of UE as described in clause 4.2.2.2.2 of TS 23.502 [3].
In order to prevent access to SNPNs for authorized UE(s) in the case of network congestion/overload, Unified Access Control information is configured per SNPN (i.e. as part of the subscription information that the UE has for a given SNPN) and provided to the UE as described in TS 24.501 [47].
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